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Data protection is of a particularly high priority for the management. If the processing of personal data is
necessary and there is no statutory basis for such processing, we generally obtain consent from the data
subject.

The processing of personal data of a data subject is always in accordance with the EU General Data
Protection Regulation (GDPR) and in accordance with the German Federal Data Protection Act. By means
of this data protection declaration, our enterprise would like to inform the general public of the nature, scope,
and purpose of the personal data we collect, use and process. Furthermore, data subjects are informed, by
means of this data protection declaration, of the rights to which they are entitled.

As the data controller, we have implemented numerous technical and organizational measures to ensure the
most complete protection of personal data processed through this website.

Name and Address of the controller

Controller for the purposes of the General Data Protection Regulation (GDPR), other data protection laws
applicable in Member states of the European Union and other provisions related to data protection is:

GAIAAG
Hans-Henny-Jahnn-Weg 53
22085 Hamburg
Deutschland

Contact to the data protection officer: privacy@gaia-group.com
Collection of general data and information

The website collects a series of general data and information when a data subject calls up the website. This
general data and information are temporarily stored in the server log files. Collected may be (1) the browser
types and versions used, (2) the operating system used by the accessing system, (3) the website from which
an accessing system reaches our website (so-called referrers), (4) the sub-websites, (5) the date and time of
access to the Internet site, (6) an Internet protocol address (IP address) and (7) any other similar data and
information that may be used in the event of attacks on our information technology systems.

When using these general data and information, we do not draw any conclusions about the data subject.
Rather, this information is needed to (1) deliver the content of our website correctly, (2) optimize the content
of our website as well as its advertisement, (3) ensure the long-term viability of our information technology
systems and website technology, and (4) provide law enforcement authorities with the information necessary
for criminal prosecution in case of a cyber-attack.

Collection of personal data when using a contact form

Possibly, the website offers a contact form. If this is the case, the personal data necessary for contacting is
collected. The controller processes and stores the personal data entered via the contact form in order to
answer the respective request.
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Routine erasure and blocking of personal data

The data controller shall process and store the personal data of the data subject only for the period
necessary to achieve the purpose of storage, or as far as this is granted by the European legislator or other
legislators in laws or regulations to which the controller is subject to.

If the storage purpose is not applicable, or if a storage period prescribed by the European legislator or
another competent legislator expires, the personal data are routinely blocked or erased in accordance with
legal requirements.

Rights of the data subject

a) Right of confirmation

Each data subject shall have the right granted by the European legislator to obtain from the controller the
confirmation as to whether or not personal data concerning him or her are being processed.

b) Right of access

Each data subject shall have the right granted by the European legislator to obtain from the controller free
information about his or her personal data stored at any time and a copy of this information.

Furthermore, the data subject shall have a right to obtain information as to whether personal data are
transferred to a third country or to an international organisation. Where this is the case, the data subject shall
have the right to be informed of the appropriate safeguards relating to the transfer.

Furthermore, the data subject has a right of appeal to a supervisory authority.
c) Right to rectification

Each data subject shall have the right granted by the European legislator to obtain from the controller
without undue delay the rectification of inaccurate personal data concerning him or her. Taking into account
the purposes of the processing, the data subject shall have the right to have incomplete personal data
completed, including by means of providing a supplementary statement.

d) Right to erasure (Right to be forgotten)

Each data subject shall have the right granted by the European legislator to obtain from the controller the
erasure of personal data concerning him or her without undue delay, and the controller shall have the
obligation to erase personal data without undue delay where one of the following grounds applies, as long as
the processing is not necessary:

- The personal data are no longer necessary in relation to the purposes for which they were collected
or otherwise processed.

- The data subject withdraws consent to which the processing is based according to point (a) of
Article 6(1) of the GDPR, or point (a) of Article 9(2) of the GDPR, and where there is no other legal
ground for the processing.

- The data subject objects to the processing pursuant to Article 21(1) of the GDPR and there are no
overriding legitimate grounds for the processing, or the data subject objects to the processing
pursuant to Article 21(2) of the GDPR.

- The personal data have been unlawfully processed.
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- The personal data must be erased for compliance with a legal obligation in Union or Member State
law to which the controller is subject.

- The personal data have been collected in relation to the offer of information society services referred
to in Article 8(1) of the GDPR.

e) Right of restriction of processing

Each data subject shall have the right granted by the European legislator to obtain from the controller
restriction of processing where one of the following applies:

- The accuracy of the personal data is contested by the data subject, for a period enabling the
controller to verify the accuracy of the personal data.

- The processing is unlawful and the data subject opposes the erasure of the personal data and
requests instead the restriction of their use instead.

- The controller no longer needs the personal data for the purposes of the processing, but they are
required by the data subject for the establishment, exercise or defense of legal claims.

- The data subject has objected to processing pursuant to Article 21(1) of the GDPR pending the
verification whether the legitimate grounds of the controller override those of the data subject.

f) Right to data portability

Each data subject shall have the right granted by the European legislator, to receive the personal data
concerning him or her, which was provided to a controller, in a structured, commonly used and
machine-readable format.

g) Right to object

Each data subject shall have the right granted by the European legislator to object, on grounds relating to his
or her particular situation, at any time, to processing of personal data concerning him or her, which is based
on point (e) or (f) of Article 6(1) of the GDPR.

GAIA AG shall no longer process the personal data in the event of the objection, unless we can demonstrate
compelling legitimate grounds for the processing which override the interests, rights and freedoms of the
data subject, or for the establishment, exercise or defense of legal claims.

h) Automated individual decision-making, including profiling

Each data subject shall have the right granted by the European legislator not to be subject to a decision
based solely on automated processing, including profiling, which produces legal effects concerning him or
her, or similarly significantly affects him or her, as long as the decision (1) is not necessary for entering into,
or the performance of, a contract between the data subject and a data controller, or (2) is not authorized by
Union or Member State law to which the controller is subject and which also lays down suitable measures to
safeguard the data subject's rights and freedoms and legitimate interests, or (3) is not based on the data
subject's explicit consent.

i) Right to withdraw data protection consent

Each data subject shall have the right granted by the European legislator to withdraw his or her consent to
processing of his or her personal data at any time.
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Data protection provisions about the application and use of Google Ads

On this website, the controller possibly has integrated Google Ads. Google Ads is a service for Internet
advertising that allows the advertiser to place ads in Google search engine results and the Google
advertising network. Google Ads allows an advertiser to pre-define specific keywords with the help of
which an ad on Google's search results only then displayed, when the user utilizes the search engine
to retrieve a keyword-relevant search result. In the Google Advertising Network, the ads are distributed
on relevant web pages using an automatic algorithm, taking into account the previously defined
keywords.

If a data subject reaches our website via a Google ad, a conversion cookie is filed on the information
technology system of the data subject through Google. A conversion cookie loses its validity after 30
days and is not used to identify the data subject

Neither our company nor other Google Ads advertisers receive information from Google that could
identify the data subject.

The data subject may, at any time, prevent the setting of cookies by our website, as stated above, by
means of a corresponding setting of the Internet browser used and thus permanently deny the setting
of cookies. Such a setting of the Internet browser used would also prevent Google from placing a
conversion cookie on the information technology system of the data subject. In addition, a cookie set by
Google Ads may be deleted at any time via the Internet browser or other software programs.

The data subject has the possibility of objecting to the interest based advertisement of Google.
Therefore, the data subject must access the link www.google.de/settings/ads from each of the
browsers in use and set the desired settings.

Further information and the applicable data protection provisions of Google may be retrieved under
https://www.google.com/intl/en/policies/privacy/.

Data protection provisions about the application and use of eTracker

The provider of this website uses the services of etracker GmbH, Hamburg, Germany www.etracker.com to
analyse usage data. We do not use cookies for web analysis by default. The data generated by etracker on
behalf of the provider of this website is processed and stored by etracker solely in Germany by commission
of the provider of this website and is thus subject to the strict German and European data protection laws
and standards. In this regard, etracker was independently checked, certified and awarded with the
ePrivacyseal data protection seal of approval.

Further information on data protection with etracker can be found here:
https://www.etracker.com/en -priv

Newsletter

The website may offer a newsletter. If this is the case, you will need your email address to receive our
newsletter. Before sending the newsletter, you must expressly confirm to us within the scope of the opt-in
procedure that we should activate the newsletter service for you. As a result, you will receive a confirmation
and authorization email from us asking you to click on the links in this email to confirm that you wish to
receive our newsletter. You can terminate the subscription to the newsletter at any time. For this a link can
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https://www.eprivacy.eu/en/customers/awarded-seals/company/etracker-gmbh/
https://www.etracker.com/en/data-privacy/
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be found in each of our sent newsletters. Your email address will only be used by us and will not be passed
on to third parties.

Legal basis for the processing

The processing operations are based on Article 6(1) lit. f GDPR. This legal basis is used for processing
operations which are not covered by any of the abovementioned legal grounds, if processing is necessary
for the purposes of the legitimate interests pursued by our company or by a third party, except where such
interests are overridden by the interests or fundamental rights and freedoms of the data subject which
require protection of personal data.

Period for which the personal data will be stored

The criteria used to determine the period of storage of personal data is the respective statutory retention
period. After expiration of that period, the corresponding data is routinely deleted, as long as it is no longer
necessary for the fulfilment of the contract or the initiation of a contract.

Existence of automated decision-making

As a responsible company, we do not use automatic decision-making or profiling.

State of information: 11.01.2022



